
 

 
 
 
 
 
 
 

 Microsoft UAG and DirectAccess Integrated Solution 

 

The nAppliance nUAG appliance platform provides the combination of Microsoft’s 

DirectAccess™ technology with Microsoft’s Forefront Unified Access Gateway on a 

single hardened hardware appliance. 

Microsoft DirectAccess™ provides “Always On” connectivity for remote managed 

Windows 7 clients to the corporate network without the need for archaic and 

expensive to manage VPNs. Once the client has been joined to the corporate 

network, this client can roam anywhere on the Internet and maintain full secure 

connection to the corporate network. 

Key Benefits include: 

• Provides remote access to unmanaged Windows, MAC and Linux clients 

• Enables IPv4 servers to connect and serve DirectAccess clients 

• Provides a Fault-Tolerant  solution for DirectAccess and other remote access 

with Load Balanced Array technology 

• Combines all remote access solutions into a single edge appliance technology 

Hence the Microsoft UAG and DirectAccess™ integrated solution from nAppliance 

provides a single access gateway for corporations complete remote access needs. 

The power of nUAG lies in its simplicity and ease of allowing successful 

deployment of DirectAccess™ in today’s corporate environment.  

For the most current product information, visit: www.nappliance.com 

Forefront UAG Appliance Platform Benefits 

The nAppliance nUAG product series combines Microsoft’s Forefront Unified Access 

Gateway (UAG) with a hardened purpose built appliance. This powerful platform 

gives mobile workers, partners, and customers secure, complete access to almost 

any application or corporate resource. 

Access secure anywhere for mobile workers, partners and customers  

• Empowers users to be productive from virtually any device or location 

• Supports for Microsoft SharePoint®, Microsoft Exchange, RDP, Dynamics® CRM 

and optimizer for industry standard 3rd party line of business applications. 

• Extends Windows DirectAccess to legacy applications and resources running on 

existing infrastructure and supports down-level and non-Windows clients. 

Integrated security offers granular access and End-Point compliance  

• Enhances security and helps implement corporate compliance by limiting 

exposure through a combination of granular access policies, deep endpoint health 

inspection, and user authorization information. Any client connecting to the 

network is interrogated and compared to the corporate policy. 

• Strong 3rd party authentication integration support with Active Directory®. 

Simplified management helps consolidate Remote Access Infrastructure  

• Delivers remote access connectivity through a combination of VPN, SSL VPN, 

Web publishing and DirectAccess. Enables organizations to standardize and 

consolidate a disparate infrastructure onto one cost-effective platform. 

High Availability & Enterprise Grade Scalability  

• Scales linearly using Microsoft built-in NLB array technology 

ONEface™ Advance Centralized Appliance Management Technology 

• The nAppliance proprietary ONEface™ Appliance management system provides 

local and remote appliance configuration, upgrades, system rebuild, health 

monitoring, event logging, reporting and call home functionality.  

One-Stop 24x7 Enterprise Support and Service Plans 

• Worldwide coverage for Microsoft Forefront security solutions 
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Net-Gateway nUAG Remote Access Appliance Series 

Unified Access Gateway Appliance 

Typical nUAG Appliance Deployment 


